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"Customer Data"

PART I. GENERAL INFORMATION AND KEY TERMS

Who we are

How the Sift Services work



Information provided by our Customers:

Contact details

Information about your device

Transaction information

Customer Site communication information

Information we automatically collect when you visit Customer Sites:

PART II. WHAT WE COLLECT AND HOW WE USE IT

(A) END USERS



Browser and device information,

Information about an End User’s behavior on Customer's Sites,

Sift only uses Customer Data to provide, maintain, improve, and develop the Sift 
Services and to comply with its legal obligations.



JS Snippet: “JS Snippet”

Mobile "SDKs" or "Software Development Kits":



Canvas Fingerprinting:

Automated Decision-Making



Information you provide to us when you use the Sift Services:

Business contact information

Account log-in credentials
Troubleshooting and support data

Payment information

Information we collect automatically when you use the Sift Services:

Usage data

Device data

(B) AUTHORIZED USERS



Device event information

Log files

Provide the Sift Services:

Promote the security of the Sift Services:

To improve and develop the Sift Services:

To communicate with you about the Sift Services:

Send you marketing communications:



To protect our legitimate business interests and legal rights:

With your consent:

Vendors, consultants and other service providers

Service Providers for Data Enrichment

(C) SHARING INFORMATION WITH THIRD PARTIES



Professional advisors

Compliance with laws

Vital interests and legal rights

Corporate Affiliates and Transactions

PART III. INTERNATIONAL TRANSFERS, SECURITY 
AND DATA RETENTION

Processing of personal information in the US and other 
territories



EU-US and Swiss-US Privacy Shield Frameworks

PART IV. YOUR PRIVACY RIGHTS

Access, review, change, update or delete your information 
(EEA, UK, and Swiss residents)

Objection to processing of, or requesting restriction or 
portability of personal information (EEA, UK, and Swiss 
residents)



Withdrawal of consent (EEA, UK, and Swiss residents)

Right to complain to a data protection authority (EEA, UK, and 
Swiss residents)

California CCPA Rights: for California Residents

Unsubscribe from our mailing list



PART V. OTHER IMPORTANT INFORMATION

Security safeguards

Data retention



Children and Sensitive Information

Changes to this Notice

PART VI. HOW TO CONTACT US

Contact Details

Controller Status, Data Protection Officer and EU 
Representative



Further Privacy Resources



COMPANY SUPPORT

DE VELOPER S SOCIAL

Email Address

SUBSCRIBE



PRIVACY & TERMS


